
 UNIT-III: Cloud offerings: Introduction – introduction storage, retrieval

archive and protection-cloud analytics – testing under cloud – information

security – virtual desktop infrastructure-storage cloud. Cloud Management:

Introduction – resiliency – provisioning – asset management-cloud

governance – high availability and disaster recovery – charging models –

usage reporting, and metering. Cloud Virtualization Technology: Introduction

– virtualization demand – virtualization benefits – server virtualization –

virtualization for x86 architecture – hypervisor management software – virtual

infrastructure requirements. (Chap 5,6,7)

TEXT BOOK

 1. Dr. Kumar Saurabh “Cloud Computing-Unleashing Next Gen Infrastructure

to Application”, 3rd Edition, Wiley India Pvt Ltd, 2014.

 “Cloud Computing” Prepared by Dr.P.Sumathi
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Information lifecycle management (ILM) is a best practice for managing data

throughout its lifecycle. It is the effort to oversee data, from creation through retirement,

in order to optimize its utility, lower costs, as well as minimize the legal and compliance

risks that may be introduced through that data.

 ILM involves storage optimization as well as strategies to improve data quality and

security. Finally, a strong information lifecycle management practice will proactively

control data retention and disposal in accordance with business policy.

What are the benefits of information lifecycle management?

 Due to the incredible volume of data that the typical organization creates, data

management techniques are vital to prevent storage costs from spiraling out of

control. ILM controls data growth and minimizes costs while supporting greater

application performance.

 ILM also prevents out-of-compliance conditions and reduces legal liability by ensuring

that data is stored securely and is not retained for longer than is needed. Data that is

kept too long costs the organization unnecessarily and creates liability. It also enforces

compliances policy, thereby preventing audit fines.

What activities are involved in information lifecycle management?

 The main activities are database archiving, test data management, data privacy/data

masking, and data/application retirement. However, any systemic application of rules

to business data or attempts to minimize, simplify, or increase the security of data can

fall under the general procedures of ILM.













5.3 Cloud Analytics

 What is cloud analytics?

Cloud analytics is the use of remote public or private computing resources

known as the cloud, to analyze data on demand. Cloud computing analytics

helps streamline the business intelligence process of gathering, integrating,

analyzing, and presenting insights to enhance business decision making.

(or) Cloud analytics is a marketing term for businesses to carry out analysis

using cloud computing. It uses a range of analytical tools and techniques to

help companies extract information from massive data and present it in a way

that is easily categorised and readily available via a web browser

 How cloud analytics works

Cloud analytics works by allowing a business to use the advanced data

analytics tools available on cloud analytics platforms to analyze vast

quantities of data. Businesses can then report and store those findings for

repeat use. Cloud analytics offerings are typically offered as a subscription or

pay on a volume of data or query basis. Cloud analytics has proven to be a

faster way to gain business-critical insight for decision making.

 Advantages of cloud analytics

Advantages of cloud analytics include helping businesses more efficiently

process and report data findings, enhance collaboration, and provide decision-

makers faster access to business intelligence.



Cloud analytics tools

 AWS Analytics products:

 Amazon Athena run interactive queries directly against data in Amazon S3

 Amazon EMR deploy open source, big data frameworks like Apache Hadoop, Spark,

Presto, HBase, and Flink.

 Amazon Redshift fully managed, petabyte-scale data warehouse to run complex

queries on collections of structured data.

 Google Cloud Analytics Products:

 Google BigQuery Google's fully managed, low cost analytics data warehouse.

 Google Cloud Dataflow unified programming model and a managed service for

executing a range of data processing patterns including streaming analytics, ETL, and

batch computation.

 Google Cloud Dataproc managed Spark and Hadoop service, to process big datasets

using the open tools in the Apache big data ecosystem.

 Google Cloud Composer fully managed workflow orchestration service to author,

schedule, and monitor pipelines that span across clouds and on-premises data centers.

 Google Cloud Datalab interactive notebook (based on Jupyter) to explore, collaborate,

analyze and visualize data.

 Google Data Studio turns data into dashboards and reports that can be read, shared,

and customized.

https://en.wikipedia.org/w/index.php?title=Amazon_Athena&action=edit&redlink=1
https://en.wikipedia.org/wiki/Amazon_S3
https://en.wikipedia.org/w/index.php?title=Amazon_EMR&action=edit&redlink=1
https://en.wikipedia.org/wiki/Amazon_Redshift
https://en.wikipedia.org/wiki/Google_BigQuery
https://en.wikipedia.org/wiki/Google_Cloud_Dataflow
https://en.wikipedia.org/wiki/Google_Cloud_Dataproc
https://en.wikipedia.org/w/index.php?title=Google_Cloud_Composer&action=edit&redlink=1
https://en.wikipedia.org/w/index.php?title=Google_Cloud_Datalab&action=edit&redlink=1
https://en.wikipedia.org/w/index.php?title=Google_Data_Studio&action=edit&redlink=1


































5.4.4 Cloud offering key themes





























CHAPTER 6:  CLOUD MANAGEMENT











Cloud provisioning

 Cloud provisioning is the allocation of a cloud provider's

resources and services to a customer.

 Cloud provisioning is a key feature of the cloud

computing model, relating to how a customer procures

cloud services and resources from a cloud provider. The

growing catalog of cloud services that customers can

provision includes infrastructure as a service, software

as a service and platform as a service, in public or

private cloud environments.











Asset management

 Cloud asset management is a component of cloud

management services focused exclusively on the

management of a business’s physical cloud

environment, such as the products or services they

use.



















CHAPTER 7: CLOUD VIRTUALIZATION TECHNOLOGY







Virtualization in Cloud Computing

Virtualization is the "creation of a virtual (rather than actual) version

of something, such as a server, a desktop, a storage device, an

operating system or network resources".

In other words, Virtualization is a technique, which allows to

share a single physical instance of a resource or an application among

multiple customers and organizations. It does by assigning a logical

name to a physical storage and providing a pointer to that physical

resource when demanded.

What is the concept behind the Virtualization?

Creation of a virtual machine over existing operating system and

hardware is known as Hardware Virtualization. A Virtual machine

provides an environment that is logically separated from the

underlying hardware.

The machine on which the virtual machine is going to create is known

as Host Machine and that virtual machine is referred as a Guest

Machine.



How does virtualization work in cloud computing?

Virtualization plays a very important role in the cloud computing

technology, normally in the cloud computing, users share the data present in

the clouds like application etc, but actually with the help of virtualization

users shares the Infrastructure.

The main usage of Virtualization Technology is to provide the

applications with the standard versions to their cloud users, suppose if the

next version of that application is released, then cloud provider has to

provide the latest version to their cloud users and practically it is possible

because it is more expensive.

To overcome this problem we use basically virtualization technology, By

using virtualization, all severs and the software application which are

required by other cloud providers are maintained by the third party people,

and the cloud providers has to pay the money on monthly or annual basis.



Access to the virtual machine and the host machine or server is facilitated by a

software known as Hypervisor. Hypervisor acts as a link between the hardware

and the virtual environment and distributes the hardware resources such as CPU

usage, memory allotment between the different virtual environments.

Previously, there were computers that ran an Operating System (OS)

and application on top of the OS, but now, with the help of virtualization software

like Hypervisor, one can create multiple Virtual Machines (VMs) on a single

computer and install OS on them and run all of them at the same time.















Types of Virtualization:

Operating system Virtualization

Server Virtualization –> divided into Hardware and OS Virtualization

Storage Virtualization

Data Virtualization

Software Virtualization

Network Virtualization

https://www.tutorialspoint.com/virtualization2.0/virtualization2.0_overview.htm

https://www.tutorialspoint.com/virtualization2.0/virtualization2.0_overview.htm


Hardware Virtualization:

When the virtual machine software or virtual machine manager (VMM) is

directly installed on the hardware system is known as hardware virtualization.

The main job of hypervisor is to control and monitoring the processor, memory

and other hardware resources.

After virtualization of hardware system we can install different operating

system on it and run different applications on those OS.

Usage:

Hardware virtualization is mainly done for the server platforms, because

controlling virtual machines is much easier than controlling a physical server.

Operating System Virtualization:

When the virtual machine software or virtual machine manager (VMM) is

installed on the Host operating system instead of directly on the hardware

system is known as operating system virtualization.

Usage:

Operating System Virtualization is mainly used for testing the applications on

different platforms of OS.



Server Virtualization:

When the virtual machine software or virtual machine manager (VMM) is

directly installed on the Server system is known as server virtualization.

Usage:

Server virtualization is done because a single physical server can be divided

into multiple servers on the demand basis and for balancing the load.

Software Virtualization

It provides the ability to the main computer to run and create one or more

virtual environments. It is used to enable a complete computer system in order

to allow a guest OS to run.

For instance letting Linux run as a guest that is natively running a Microsoft

Windows OS (or vice versa, running Windows as a guest on Linux).

Data Virtualization

Without any technical details, you can easily manipulate data and know how it

is formatted or where it is physically located. It decreases the data errors and

workload.



Storage Virtualization:

Storage virtualization is the process of grouping the physical storage from

multiple network storage devices so that it looks like a single storage device.

Storage virtualization is also implemented by using software applications.

Usage:

Storage virtualization is mainly done for back-up and recovery purposes.

Network Virtualization

It is intended to allow network optimization of data transfer rates, scalability,

reliability, flexibility, and security. It also automates many network

administrative tasks. Network virtualization is specifically useful for networks

that experience a huge, rapid, and unpredictable traffic increase.

The intended result of network virtualization provides improved network

productivity and efficiency.

Two categories:

 Internal: Provide network-like functionality to a single system.

 External: Combine many networks or parts of networks into a virtual unit.



























Hypervisor

 Software that enables a user to create and run one or more virtual

machines simultaneously.

 Also Known as the virtual machine monitor(VMM)

Functions:

 Isolation of VM

 Provisioning of Resources

 Starts and stops the VM

 Virtualizes all hardware resources

Types:

 Type 1: Bare Metal Hypervisor

 Type 2: Hosted Hypervisor



 Type 1 hypervisor executes on bare system. LynxSecure, RTS

Hypervisor, Oracle VM, Sun xVM Server, VirtualLogic VLX are examples

of Type 1 hypervisor. The following diagram shows the Type 1 hypervisor.

 The type1 hypervisor does not have any host operating system because

they are installed on a bare system.



 Type 2 hypervisor is a software interface that emulates the devices with

which a system normally interacts. Containers, KVM, Microsoft Hyper V,

VMWare Fusion, Virtual Server 2005 R2, Windows Virtual

PC and VMWare workstation 6.0 are examples of Type 2 hypervisor.

The following diagram shows the Type 2 hypervisor.

https://www.tutorialspoint.com/cloud_computing/cloud_computing_virtualiza

tion.htm

https://www.tutorialspoint.com/cloud_computing/cloud_computing_virtualization.htm


























Advantages of Virtualization

 More flexible and efficient allocation of resources

 Enhance development Productivity

 It lowers the cost of It infrastructure

 Remote access and rapid scalability

 High availability and disaster recovery

 Pay per use of the IT infrastructure on demand

 Enables running multiple operating system






